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## Introduction

Surveillance entails monitoring or tracking the behaviors of individuals or objects with the aim of controlling, obtaining information, or changing the behavior of the subjects under surveillance. In most cases, the surveillance gadgets, especially the closed-circuit cameras, remain concealed from the subjects of the surveillance, but collect all the information required and, thus pierces the privacy shield (Goffman 87).

The increase in surveillance technology, although significant in combating crime, terrorism, and law breaking, especially in public places, it is incurring a significant attention as a privacy issue.

Goffman observes that, although surveillance is as old as written history, development in surveillance and the technological advancement, in surveillance technology, pose a significant risk in privacy matters (88). Civil liberty counsel urges that, the increase in the use of improved surveillance technology infringe individual rights to privacy, as personal information is under scrutiny in the use of surveillance technology, especially the closed circuit cameras (CCTV).

The use of listening devices, involving the recording of an individual’s private communication, puts one under the risk of privacy infringement, especially in a non-consensual or secret investigation. Although the increased use improved surveillance technology especially by the law, enforcing agencies help in controlling crime acts of offense, the technology, on the other hand, contravenes the policies on privacy protection and rights to privacy, as enshrined in the constitution of many nations across the world.

## Effects of surveillance technology on privacy

Most governments of the world today use surveillance technology in the provision of security to its citizens but forget the harm posed to the citizens on privacy issue. With the fitting of close- circuit cameras in buildings, streets and work places, enabling monitoring of activities and communication without the consent of the subjects, puts their freedom to privacy at stake.

The arrival of biometric software, high-speed surveillance computers, and sophisticated surveillance programs increased the capacity of the government and law enforcing agencies to monitor the activities of the citizens, in both public and private places. Lyon expresses concern that; the continued use of surveillance technology by government on the activities of the citizens will end up in mass surveillance society with no existence of both political and personal freedom (109).

The transformation of public places including commercial places such as banking hall, entertainment halls and shopping halls by the fitting of surveillance gadgets and devices erodes the right to privacy causing individuals to protect their privacy by ways that undermine free social interaction hence down grading the value of such places.

In addition, surveillance technologies shape the texture in the functioning of different public places in which individuals change their behavior particularly within the vicinity of such places hence negatively affecting civic life of citizens.

Moreover, interference of privacy freedom leads to subjection of individual behavior under control of others. For instance, the monitoring of an individuals’ communication behavior through his/her mobile phone can jeopardize his or her operations as a phone call can give details of where and when the conversation took place with details of the communication.

Diminished privacy, in this context, thus leads to subjection of individuals to social pressures especially where individual’s behavior is contrary to the social norm of the majority in the society.

## Conclusion

Although surveillance with advanced technology provides effective security provision in many parts of the world through the provision of information and images helping in identification of lawbreakers, it negatively affects privacy. Privacy, as a basic human right, remains infringed with the incorporation of secret CCTV cameras in surveillance.

The surveillance, with the use of digital cameras and other gadgets, is not specified in monitoring a given behavior; instead, these devices monitor and record all the activities happening in a given place at a given time. In this case, all people, who happen to be using a given place with surveillance devices fitted, will have their activities recorded with or without their consent.

In this case, privacy of citizens is at stake. In addition, surveillance of public places, where people have liberty to visit and use, poses fear and suspicion leading to many shying off from such places, as a way of protecting their privacy. The utility of such recreational facilities such as parks reduces due to presences of surveillance devices. This is simply because many would rather avoid visiting such recreational facilities than put their privacy at risk.

Revenues to the nation generated from the frequent visits to these public places especially for political purposes reduce with the fitting of the digital surveillance devices. Therefore, it is clear that the wide spread usage of surveillance technology contravenes the right to privacy of all the individuals using the building, streets and other public places fitted with the surveillance CCTV cameras.